5 Tips to Prevent Zoom Bombing

1. Use Your UNCO Account to Access Zoom.
   - zoom.unco.edu

2. Use a Unique ID for Public Sessions.
   - Your Personal Meeting ID (PMI) is your Zoom phone number.
   - Using a unique public ID masks your PMI. Similar to blocking Caller ID on a phone.

3. Check How Participants Enter Meetings.
   - Meetings can be password protected for extra security.
   - Use the waiting room to help screen participants.
   - Enable the "mute participants on entrance" function.

4. Consider Your Screen Share Options.
   - Do participants need to share their screens? If not, disable participants from sharing.

5. Designate a Co-host to Moderate.
   - Co-hosts can help moderate issues:
     - Remove participants from the meeting.
     - Mute participants.
     - Turn-off participants' cameras.
   - Designated co-hosts do not need a Zoom Pro account.

UNIVERSITY OF NORTHERN COLORADO